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Abstract 

The critical functions, such as autonomous vehicles, and industrial automation, are experiencing the 

growing needs of highly dependable, low-latency network services. These requirements are ideally 

aligned with the potentials that are offered by 5G network slicing. The paper presents a network 

slice management architecture that can be used to optimize quality of service (QoS) in relation to 

ultra-reliable low-latency communication (URLLC) and deterministic networking in relation to 

these critical use cases. This architecture is characterized with active management of resources, slice 

isolation, and prioritization algorithm to fulfil extreme service performance requirements. Using the 

realistic simulations of the vehicular traffic and the industrial automation scenarios, we evaluate the 

performance of the described architecture in response to the changing and demanding conditions of 

the network such as the peak load and the resource fragmentation. The findings show that network 

latency of 6 ms of vehicle slices and 12 ms of industrial automation slices can be guaranteed to 

ensure optimal QoS of the network even when the network is congested. The aggressive slice 

isolation ensures that non-critical slices will be negatively affected. The performance of non-critical 

slices is impaired in a manner that affects critical application performance slices, middle and low 
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quality of service (QoS) slicing. The management of network slices on mission critical applications 

is also taken into consideration in the paper. In particular, the control of congestion, cyberattack, 

and data breach and denial of service (DoS) threats. 

Keywords: 5G Network Slicing, Network Slice Management, Ultra-Reliable Low-Latency 

Communication (URLLC), Autonomous Vehicles, Industrial Automation, Quality of Service (Qos), 

Resource Allocation, Slice Isolation, Simulation Study. 

1 Introduction 

Since its initiation, the 5 th Generation mobile communication (5G) network has been in a position to 

revolutionize the delivery of services with regard to speed, ease of access, compatibility of devices and 

greater dependability. The resulting change does not only make life more convenient to consumers, but 

also opens up a new frontier of uses, including autonomous vehicles and automation of industrial 

procedures, which is not only important to social progress, but also latency-sensitive. One of the 

fundamental enablers is known as network slicing whereby the physical network infrastructure is divided 

into a set of isolated and configurable virtual networks (slices) that are optimized to support a particular 

type of service or application domain. Network slicing also provides service providers with a unique 

network resource and configuration to operate with, such as enhanced mobile broadband (eMBB), 

massive machine-type communications (MTC), and ultra-reliable low-latency communications 

(URLLC). Critical applications of URLLC slices such as automous driving, industrial control systems, 

and others that need near real time communication are likely to be based on very high dependability and 

low latency. This is required in order to achieve long term operational safety and operational 

effectiveness. To smooth the flow of traffic and prevent collisions, autonomous vehicles must exchange 

control commands and sensor data within milliseconds. Industrial automation also relies on deterministic 

communication to seamlessly synchronize robotics with sensor networks, minimize faults, and optimize 

production lines.  

While promising, the utilization of network slicing comes with challenges in the management and 

orchestration of slices. Such challenges involve the dynamic allocation of resources across slices with 

conflicting requirements, ensuring the isolation of each slice to maintain security and performance 

boundaries, coping with changing network conditions, and enforcing Service Level Agreements (SLAs). 

Adding on the difficulty of managing slices that support critical applications with zero tolerance for 

communication delay or failure, readjusts the complexity. 

The concerns for security and privacy deeply arise in mobile wireless networks and cloud computing 

due to increasing threats, thus requiring strong authentication frameworks and effective attack strategies 

(Abidi et al., 2021; Perdigão et al., 2025). Moreover, mobile applications, which serve as the main points 

of access for countless users, need to be tested and monitored systematically to establish reliability and 

guarantee user retention (Mitra & Shah, 2024; Villota-Jacome et al., 2022). On the other hand, some of 

the impacts of mobile and network technologies on society include aiding in the construction of digital 

literacy and the accessibility of digital resources when integrated into education, such as language-

sensitive digital libraries (Mannonov et al., 2025).   

His study intends to accomplish 5G applications for the automation of vehicles and industries by 

creating a network slice management framework tailored to serve those purposes. We model the 

network's behavior through simulations under different policies and examine the consequences of these 

policies on key performance indicators (KPIs) such as latency, throughput, and reliability. The part of 

the study that I contribute to is how key use case requirements are achieved through optimal slice 
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management policies (Samdanis et al., 2016; Basnet et al., 2019). Also, citing the works on network 

intrusion detection using deep learning strengthens the reliability of the networks under study (Chekired 

et al., 2019). 

The 5G networks are fast, low latency, and reliable in nature to support new mission-critical 

applications like autonomous vehicles, industrial automation, and smart cities, which are based on 

network slicing as an integral component of the technology. Every network is made to suit divergent 

application needs. This is very important because the requirements of latency, throughput, dependability 

and even security differ significantly. Resource efficient allocation is a service enabler which is highly 

critical and is a necessity in mission critical 5G Technologies. Other than the benefits, network slicing 

offers unprecedented violation of security and privacy, particularly in systems that require the highest 

levels of safety like autonomous driving and industrial automation, where the results of the breach may 

be life-threatening. 5G network infrastructures are more complicated than ever. The greatly enhanced 

virtualization and network slicing offers new vulnerability points. Based on Software-Defined 

Networking (SDN) and Network Functions Virtualization (NFV), a paper will describe a network slice 

management system designed to meet the requirements to guarantee quality of service (QoS) 

optimization of ultra-reliable low-latency communication (URLLC) and deterministic networking 

requirement of the environment, and to overcome the emerging security challenges. Obtained by the 

simulation experiments, the scope of slice management performance of the framework in both 

autonomous vehicle and industrial automation challenges demonstrates that the framework can be used 

with low-latency, high-dependability, and high-slice isolation attributes under changing network 

characteristics, therefore, enabling the usage of 5G technology in critical applications in a secure and 

efficient manner (Oladejo & Falowo, 2020). 

2 Literature Review   

Optimization of 5G network slicing has been the subject of study, especially on the aspect of 

management that sustains the critical use cases with hard quality of service baseline threshold. The slice 

customization was introduced through (Zhang et al., 2017), that offered a dynamic network slicing 

architecture, resource allocation mechanism to meet the requirements of different degrees of demand.  

(Aravind et al., 2023) have provided detailed studies of network slicing technologies and orchestration 

frameworks and report that the verticals in catering to automotive and industrial automation are 

especially troublesome. Among the conflicting needs that (Dawaliby et al., 2019) identified are an 

adequate slice isolation and efficient resource allocation, which is one of the core issues of cross-

performance measures such as service and security. (Nassar & Yilmaz, 2021) designed predictive 

network traffic models based on machine learning and optimized resource allocation to URLCC, which 

gave better slice performance to the extra-reliable low-latency communications. In the case of industrial 

automation, (Nwosu & Adeloye, 2023) suggested SDN-regulated approaches to slice isolation, 

enhancing security and reliability of technology spheres of activity. (De Alwis et al., 2023) examined 

slice admission control policy, which is pegged on service level agreements (SLAs) offered by vehicles 

to facilitate communication between cars that are an essential aspect of automated driving vehicles.  

(Taleb et al., 2019) considered particular applications of network slicing in the case of autonomous 

vehicles and were especially interested in the frameworks that could be used to accomplish necessary 

low-latency communication to undertake safety-related duties. (Sethupathi et al., 2024) characterized 

industrial-grade internet of things systems and studied multi-slice resource orchestration methods with 

latency reduction and service reliability as its objectives. Moreover, (Nyambi, 2024) examined the 

application of edge computing to improve the performance of a slice, especially in vehicular networks, 
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with respect to the importance of the proximity computing resources in network slicing. (Larrabeiti et 

al., 2023) improved the frameworks of optimization of resources distribution on slices of industrial 

control systems, noting that there was a conflict between resource utilization and tight QoS constraints.  

(Baggyalakshmi et al., 2023) wrote about the use of the management strategies of reinforcement learning 

at the dynamic vehicle traffic at the network slices, and they show more capable management strategies.  

(Foukas et al., 2017) also solved this issue by developing defense mechanisms of critical application 

slices to cyberattacks in slicing architectures. (Zigui et al., 2024) did simulations to determine the 

performance of slices in industrial automation in different load conditions which offers practical 

evidence on the performance of the system. The intelligent management in (Samdanis et al., 2016) was 

illustrated in models of orchestration that attempted to optimize the latency and throughput among 

several slices and, therefore, controlled the latency and throughput to demonstrate the promise of AI 

technologies. Lastly, (Basnet et al., 2019) created a complete model of SLA enforcement and lifecycle 

management specifically applied to URLCC slices and the importance of the end-to-end approach of 

critical service management. Combined, these works reflect the complexity of 5G network slice 

management, particularly when considering mission-critical services in the context of automotive and 

industrial IoT, and discussing multiple issues and solutions simultaneously. The role that we play in this 

literature is to present a simulation study of slices management, with specific focus on the QoS needs of 

such critical environments. 

Authentication and security measures discussed by (Abidi et al., 2021; Perdigão et al., 2025) that 

involve looking into attacks and security solutions in mobile wireless networks transcend network and 

slice management mobile and cloud 5G services on slicing, virtualization and orchestration are the 

characteristics of the 5G cloud network services. As mentioned, mobile application reliability, including 

user acceptance questions, was examined by (Mitra & Shah, 2024; Villota-Jacome et al., 2022) and this 

explains why application testing and user experience domain, which is a key concern in mobile 

computing, is essential in promoting adoption. (Mannonov et al., 2025) considered the educational 

implication of mobile digital libraries to have societal implications to the society, and thus extending 

learning resources to the mobile technologies. 

In addition, along with network management and 5G cybersecurity, (Chekired et al., 2019) proposed 

a deep learning architecture for classifying and detecting network intrusion traffic, while (Oladejo & 

Falowo, 2020) reduced insider misuse through advanced identity management. In parallel, these studies 

highlight the challenges of managing slices of 5G networks, particularly for services such as automotive 

and industrial IoT, which involve merging multifaceted problems and solutions into a single construct. 

To this end, our contribution to this “slice management” is to perform a simulation study focused on the 

quality-of-service requirements of these critical scenarios as discussed in (Taleb et al., 2017). 

The remainder of this document is structured as follows: Section 2 examines the prior literature on 

network slicing for imperative applications. Section 3 details the proposed framework for network slice 

management. Section 4 discusses the simulation setup and the techniques applied. In the subsequent 

section, results are presented along with a discussion, before concluding the paper in Section 6 with final 

thoughts and potential avenues for future work. 
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3 Network Slice Management Framework 

 

Figure 1: 5G Network Slice Management Flowchart 

Network slicing permits the coexistence of multiple virtual networks, each with distinct 

characteristics and requirements referred to as slices, over a common infrastructure in 5G networks. 

Autonomous vehicles, industrial automation, and other low-latency deep learning applications require 

effective communication on the move and granular control. These applications, however, require 

different levels of latency, reliability, and bandwidth, making slice resource management crucial [24]. 

Addressing these congestion challenges is the primary objective of our dynamic network slice 

management framework, which incorporates dynamic resource allocation, slice isolation, and 

prioritization policies to ensure that the unique needs of autonomous systems are met. 

The framework figure 1 contains three main parts: 

Slice Orchestrator and Security Module collaboration: The slice orchestrator is essential in the 

management of the distribution and isolation of resources across various slices. It fully coordinates with 

the security and isolation module to ascertain the application of all the security policies across the slices. 

This relationship guarantees the secure isolation of critical slices, like the Vehicular URLLC Slice and 

the Industrial Automation Slice, from non-critical slices, including the Best Effort Slice. While resource 

allocation is dynamic, security measures—encryption, access control, and intrusion detection—remain 

active and intact. 

QoS-Aware Resource Manager and Security Integration: The QoS-aware resource manager 

oversees resource allocation with respect to performance indicators which include latency, bandwidth, 

and dependability. The resource management is combined with security to ensure that slices are provided 

with the necessary quality of service without any vulnerability. An example is the case of the vehicular 

URLLC slice where the manager can be expected to give an uncompromised prioritization of low-

latency transmission of data as well as the simultaneous implementation of secure communication 

measures to prevent cyber-attacks. Similarly, in the case of the industrial automation slice, the resource 

manager will provide high guaranteed fault-tolerant and availability, and at the same time, secure against 

unauthorized access, attacks, or exploitation. 

Slice Orchestrator and Security Module collaboration 

Best Effort Slice 

• Non-critical IoT traffic 

Industrial Automation Slice 

• Deterministic latency 

• Fault-tolerant 

Vehicular 
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Security Integration 
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Security and Isolation Module for critical slices: Security and isolation module plays a basic role 

in protecting the critical slices against the intrusion of the cyber slices, especially the Vehicular URLLC 

and Industrial Automation Slices. These cuts can use such strategies as secure transmission using VPN 

and IPsec tunnels, anomaly detection systems, and intrusion prevention systems (IPS) as an effort to 

identify and minimize the effects of an attack. Moreover, this module is able to evaluate the threat of 

unauthorized access and malicious access by users and protect the network of infrastructure against 

compromise ensuring the security of the essential applications of industrial automation and autonomous 

vehicles. 

In consideration of unique features defined for vehicular and industrial automation slices, our 

framework allows the use of differentiated slice templates. Vehicular slices require ultra-low latency 

and seamless handover capabilities to provide uninterrupted service in motion-rich settings. Industrial 

automation requires a strict and predictable network operation, as well as high resilience to faults, for 

effective real-time control and monitoring. 

As discussed earlier, the framework proposed in this work utilizes SDN and NFV to resourcefully 

automate modifications to network parameters in response to feedback from network state monitoring 

or changes in application requirements, without violating the QoS thresholds of critical applications. 

Such flexibility supports changes in traffic levels and device counts, as seen in metropolitan vehicle 

networks or industrial facility networks. 

In this part, we specify the simulation setup created to test and validate the efficiency of this slice 

management approach for realistic network topology configurations and application use cases. 

4 Simulation Setup 

To evaluate the effectiveness of the proposed network slice management framework, we developed a 

simulation environment that models 5G network slicing for critical applications, with a focus on 

autonomous vehicles and industrial automation. 

4.1 Simulation Platform and Tools 

The simulation was performed utilizing NS-3, a freely accessible discrete-event network simulator. NS-

3 is widely adopted in the domain of networking research. NS-3 was selected because of its capability 

to model 5G NR protocols and its ability to provide custom network slicing models through SDN 

modules. Moreover, MATLAB was employed to analyze data and create visual representations of 

performance metrics during the simulations. 

4.2 Network Topology and Parameters 

The designed network comprises one 5G gNodeB base station, which supports multiple UE devices, 

including autonomous vehicles, as well as industrial sensors and actuators. The base station is supporting 

three different types of network slices: 

• Slice 1: Fuel-Efficient UNB: Tailored to the needs of autonomous driving vehicles that require 

ultra-low latency (≤ 5 ms) and ultra-high (≥ 99.999%) reliability. This slice enables V2I and 

V2V communications. 

• Slice 2: Industrial Automation Slice: Customized for complex factory floor automation systems 

requiring deterministic communication which targets a latency no greater than 10 ms and 

reliability no lower than 99.99%. 
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• Slice 3: Best Effort Slice: Designed for non-critical IoT devices without stringent latency and 

reliability needs, use this slice as a basis for analyzing resource allocation impacts. 

Key simulation parameters include: 

Table 1: Key simulation Parameters 

Parameter Value 

Carrier Frequency 3.5 GHz 

Bandwidth 100 MHz 

Number of UEs 100 (50 vehicles, 50 industrial devices) 

Packet Size 256 bytes (vehicles), 128 bytes (industrial) 

Traffic Model Periodic and event-driven traffic flows 

Scheduling Algorithm Priority-based dynamic resource allocation 

4.3 Simulation Scenarios 

We created several scenarios table 1 evaluate the effectiveness of slice management strategies under 

various network load levels. 

• Scenario A: Business as usual with moderate load and steady traffic streams experiencing 

optimal functioning. 

• Scenario B: Emergencies with peak load and bursty traffic from vehicles and industrial sprint 

alarms. 

• Scenario C: Testing partitioned resource containment simulation with failure to resources and 

partial resource shutdown to assess slice isolation and self-healing capabilities. 

4.4 Evaluation Metrics 

The analysis focuses on key factors crucial for essential application tasks. 

• End-to-End Latency (table 2): This measure shows the duration between the packets being 

generated at the User Equipment (UE) and the time when the packets are received at a specified 

point. This measure plays a crucial role when used in situations where real-time or close real-

time communications are needed. In case of autonomous vehicles and industrial automation, 

safety risks and operational inefficiencies exist in a situation of delays. The capability of the 

frameworks to deal with end-to-end latency will indicate how effectively it can handle mission 

critical applications with complicated time requirements demonstrating that low latency can be 

achieved even in hyper-adverse conditions... 

• Packet Loss Ratio: For some applications not receiving all the packets could be detrimental and 

can greatly impact the systems performance and reliability. An example would be not receiving 

all packets during industrial automation. Control signals and machine operation sensor data are 

lost which can lead to dangerous errors. System failure and unwanted downtime is possible. For 

applications in industrial IoT, or self-driving cars the consequences of unreliability due to 

packets lost are severe. The suggested measure allows to evaluate the proposed framework and 

will likely still minimize the lost packets during failure, or high load situations. 

• Throughput: The amount of information transmitted through a specific network slice over a 

given period indicates the overall data volume throughput. In the case of data-intensive real-

time applications such as autonomous vehicles and automated industrial applications, 

throughput should be high. For autonomous vehicles, real-time high-bandwidth data streams 

from sensors must be transmitted and received. In industrial automation, systems must 

continuously and without interruption flow automation data. In the proposed framework, 
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throughput measures the dynamic performance of resource allocation frameworks in sustaining 

uniform data rates and in avoiding congestion or degradation of service in bandwidth-intensive 

applications. 

• Slice Isolation Effectiveness: The evaluation of this metric primarily depends on how the 

outcomes of one slice's overloads or perforations impact the remaining slices. In the context of 

5G network slicing, the need for security and performance isolation is predominant and, in 

some- critical applications, a network slice breach or malfunction could become a threat to other 

slices containing critical and sensitive services. As an example, we mention the slice that 

controls autonomous driving or industrial control systems. The absolute effectiveness of slice 

isolation predominantly depends on the simulation of overloads or other disruptive conditions 

of failure. In this context, the performance and security of operative critical slices are exposed 

to the risk of operative non-critical slices. In general, the most critical scope of this problem is 

the one where the failure of a network slice would cause other slices to interact and disrupt the 

performance of the functions they are meant to serve. 

The forthcoming section will detail the simulation results, which I expect will demonstrate the 

efficacy of the proposed slice management framework in meeting the QoS requirements for the critical 

functions. 

5 Results and Analysis 

This section presents results from simulations conducted to evaluate the effectiveness of the proposed 

framework for network slice management in the three created scenarios. The focus is on the most critical 

QoS parameters—latency, packet loss, throughput—and the effectiveness of slice isolation for vehicular 

and industrial automation slices.  

5.1 End-to-End Latency  

Figure 1 shows the average end-to-end latency for each slice under normal load conditions (Scenario 

A). The CURB vehicle URLC slice sustains latency under 5 ms, meeting the highly demanding 

thresholds for autonomous driving use cases. The industrial automation slice maintains latency under 10 

ms, satisfying real-time control requirements. The best-effort slice exhibits more pronounced higher 

latency fluctuations, averaging around 30 ms due to down-prioritized resource allocation.  

Table 2: Results and Discussion on Network Slice Management for Critical Applications 

Metric Traditional Mobile Network Network Slicing Enabled Improvement (%) 

Latency (ms) 50 10 80% 

Throughput (Mbps) 100 150 50% 

Packet Loss Rate (%) 1.2 0.3 75% 

Resource Utilization (%) 60 85 41.7% 

Service Availability (%) 98 99.9 1.9% 

Setup Time for Slice (s) N/A 3 N/A 

Security Breach Attempts 15 3 80% 
 

In peak load (table 2) conditions (Scenario B), latency (table 3 and figure 2) for critical slices 

increased moderately but stayed within SLA limits for permissible slowdown (vehicular slice 6 ms, 

industrial control under 12 ms). This illustrates the framework’s functional resource prioritization and 

dynamic allocation capabilities. The degradation of latency for the best-effort slice is substantially lower, 

which is acceptable given the relatively lower QoS demands. 
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Table 3: Latency Distribution Comparison 

Latency Range (ms) Frequency (Traditional Network) Frequency (Network Slicing Enabled) 

0–10 10 70 

10–20 20 50 

20–30 40 30 

30–40 50 20 

40–50 80 10 

50+ 100 5 
 

 

Figure 2: Latency Distribution  

5.2 Packet Loss Ratio   

Packet loss for both critical slices was less than 0.001% across all scenarios, ensuring the reliability 

required for safety-critical functions. The best-effort slice showed packet loss rates of up to 2% under 

peak loads, which is in line with its non-critical nature.   

5.3 Throughput   

The vehicular slice in particular showed the best results in the measurements, as it was able to maintain 

a steady data rate of roughly 50 Mbps, which is more than enough for both sensor data and control 

messages. The industrial slice was able to support approximately 30 Mbps, which is needed for sensor-

actuator communications. The best effort slice was significantly lower than the other slices, with values 

fluctuating wildly depending on the network load, resulting in a decline of up to 40% during peak times.   

5.4 Slice Isolation Effectiveness   

Scenario C tested slice isolation using partial resource cut scenarios, where only the best-effort slice was 

targeted. Results showed virtually no change in latency and packet loss for the vehicle and industrial 

slices, indicating effective blind isolation mechanisms. This enables critical applications to be fault-

tolerant to failures occurring in other slices. 

 

 

10

20

40

50

80

100

70

50

30

20

10
5

0

20

40

60

80

100

120

0–10 10–20 20–30 30–40 40–50 50+

Latency Distribution Competency

Frequency (Traditional Network) Frequency (Network Slicing Enabled)



Network Slice Management in Mobile Internet for 

Critical Applications 
                                               Dr.A. Vaideghy et al. 

 

  403  

5.5 Performance Comparison of Existing Model Vs Proposed Model 

Table 4: Performance comparison of existing model vs proposed model 

Metric Previous Model (Baseline) Proposed Model 

End-to-End Latency (ms) 20 6 

Packet Loss Ratio (%) 1.5 0.2 

Throughput (Mbps) 100 150 

Slice Isolation Effectiveness 70% 95% 

Resource Utilization (%) 75% 85% 

SLA Compliance (%) 90% 98% 

Recovery Time (sec) 2 0.5 
 

 

Figure 3: Performance Comparison of Existing Model vs Proposed Model 

In reference to the above table 4 and Figure 3, the performance of the Existing Model (Baseline) and the 

Proposed Model on six key metrics is displayed. The Proposed Model shows considerable improvement 

on all. End-to-End Latency improves from 20 ms on the Existing Model to 6 ms on the Proposed Model. 

This implies faster response times. Moreover, the Packet Loss Ratio also improves significantly from 

1.5% to 0.2% which shows greater improvement on the reliability of data transmission. There are also 

greater data transfer rates as the Throughput improves from 100 Mbps to 150 Mbps. There are also 

improvements on multi-slice environments as the Slice Isolation Effectiveness improves System in 

Stability and performance from 70% to 95%. There are greater System in Resource Utilization as it 

increases from 75% to 85%. SLA Compliance increased from 90% to 98% which shows improvements 

on compliance to the service level agreements. The Proposed Model also significantly improves 

Recovery Time from 2 seconds to 0.5 seconds. Overall, the Proposed Model outperforms the Existing 

Model across all key metrics and shows improvements on performance, reliability, efficiency, 

compliance, and Recovery Time. 

5.6 Discussion 

These findings confirm that the implementation of the proposed slice management framework fulfills 

the exacting quality of service standards of critical applications in 5G networks. The dynamic allocation 
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and prioritization of resources enable low latency and high reliability for both vehicle and industrial 

slices, even during peak network congestion. Furthermore, robust isolation capabilities mitigate the 

disruption of critical services from cascading faults within less critical slices. These findings further 

illustrate the promise of sophisticated slice management in emerging mission-critical applications, 

facilitating safe autonomous driving and dependable industrial automation using 5G. 

6 Summary Findings 

The simulation results confirm that effective network slice management is crucial for realizing the full 

capabilities of 5G in critical domains, such as autonomous vehicles and industrial automation. Our 

framework's guarantees on resource allocation prioritization ensure that the ultra-low latency and ultra-

high reliability requirements are satisfied even during peak network usage, partial resource failures, and 

surge conditions.   

One of the critical adaptabilities provided by software-defined networking (SDN) and network 

functions virtualization (NFV) is the ability to enable real-time slicing and reconfiguration based on 

network traffic and QoS levels. This level of dynamic orchestration reduces resource contention and 

critical service degradation.   

The robust isolation between slices is particularly relevant for critical applications where the risk of 

network tenant interference or failure is unacceptable. Control and data plane separation is a stringent 

measure that our framework enforces, ensuring that faults on best-effort slices cannot propagate to 

safety-critical vehicular or industrial slices, thereby fulfilling controlled network reliability and security. 

The gaps that are present in the paper can be used in future as well. Even though the simulation world 

is very expansive, it still simplifies various factors related to hardware delays and mobility complexities 

in congested urban areas. Additional slices might be carried out more effectively with the introduction 

of the more sophisticated AI-based predictive resource control. In addition, MEC expansion may assist 

in orchestration, and distribution, as well as, reduce latency further. Essentially, the findings suggest that 

network slicing would be effective to support mission-critical communications in case the underlying 

5G architecture, namely the slice management infrastructure, is designed intelligently using pre-

determined qualitative service requirements, security features, and the custom feature of the specified 

applications. 

7 Conclusion 

The present paper concentrates on a numerical experiment of network slice management of critical 5G 

application, which will center around autonomous vehicular networks and industrial automation. To 

obtain the isolation of these domains, we developed a comprehensive architecture of these applications 

that integrates dynamically assigned resources, QoS-sensitive control, and high slice isolation. The 

model showed that the latency can be maintained at low levels (below 6 ms in the case of vehicle and 

below 12 ms in the case of an industrial slice) and that during a rigorous simulation of scenario, there is 

limited latency wastage and good separation of slices, despite heavy traffic, congestion, and single point 

failure of the network. These results demonstrate the necessity of more advanced slice management 

methods in the context of dealing with the promises of 5G on mission-critical applications. Future studies 

will focus on incorporating more complex mobility and traffic models and edge computing resources 

and using machine learning to orchestrate the adaptive and predictive slice orchestration. Such practices 

will enable the identification of the gap between the theoretical ideas of 5G network slicing and their 

real-life applications to the next generation of the mobile internet as an essential service. 
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